
Windows 10 provides IT professionals with 
advanced protection against modern security 
threats, and comprehensive management and 
control over devices and applications.

The Secure Boot feature requires any code that 
runs when the Windows Operating System (OS) 
starts to be signed by Microsoft or the 
hardware maker. 

Features like Device Guard, Microsoft Passport 
and Windows Hello improve security and 
enhance password protection. 

  

     

  
 

 

 

 

 

A functional start menu, touch-screen support 
and access to Cortana makes Windows 10 
easy-to-use.

Windows 10 also prepares organizations for 
the new Windows as a Service model, with new 
features and updates automatically released 
throughout the year.

With flexible deployment, update and support 
options, now is the time to move to the new 
Windows Operating System.

Increased password protection
via Windows Hello

User-friendly interface and 
functional start menu

Improved browser compatibility 
and speed via Microsoft Edge

Enhanced security features and 
Firmware compatibility

Microsoft Intune and Microsoft 
Azure integration

Touch-screen support and 
personal assistant Cortana

Windows 10 has improved speed, enhanced security, a 
user-friendly interface, increased compatibility and software 
tools.

WHY WINDOWS 10?


